Systematic Review: Surveillance Systems for Early Detection of Bioterrorism-Related Diseases
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Background: Given the threat of bioterrorism and the increasing availability of electronic data for surveillance, surveillance systems for the early detection of illnesses and syndromes potentially related to bioterrorism have proliferated.

Purpose: To critically evaluate the potential utility of existing surveillance systems for illnesses and syndromes related to bioterrorism.

Data Sources: Databases of peer-reviewed articles (for example, MEDLINE for articles published from January 1985 to April 2002) and Web sites of relevant government and nongovernment agencies.

Study Selection: Reports that described or evaluated systems for collecting, analyzing, or presenting surveillance data for bioterrorism-related illnesses or syndromes.

Data Extraction: From each included article, the authors abstracted information about the type of surveillance data collected; method of collection, analysis, and presentation of surveillance data; and outcomes of evaluations of the system.

Data Synthesis: 17,510 article citations and 8088 government and nongovernmental Web sites were reviewed. From these, the authors included 115 systems that collect various surveillance data; and outcomes of evaluations of the system.

Reports, including 9 syndromic surveillance systems, 20 systems collecting bioterrorism detector data, 13 systems collecting influenza-related data, and 23 systems collecting laboratory and antimicrobial resistance data. Only the systems collecting syndromic surveillance data and detection system data were designed, at least in part, for bioterrorism preparedness applications. Syndromic surveillance systems have been deployed for both event-based and continuous bioterrorism surveillance. Few surveillance systems have been comprehensively evaluated. Only 3 systems have had both sensitivity and specificity evaluated.

Limitations: Data from some existing surveillance systems (particularly those developed by the military) may not be publicly available.

Conclusions: Few surveillance systems have been specifically designed for collecting and analyzing data for the early detection of a bioterrorist event. Because current evaluations of surveillance systems for detecting bioterrorism and emerging infections are insufficient to characterize the timeliness or sensitivity and specificity, clinical and public health decision making based on these systems may be compromised.
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the available data on existing systems for surveillance of illnesses and syndromes potentially related to bioterrorism and the published evaluation data on these systems.

**METHODS**

We sought to identify published reports of surveillance systems designed to collect, analyze, and report surveillance data for bioterrorism-related diseases or syndromes or reports of surveillance systems for naturally occurring diseases, if potentially useful for bioterrorism surveillance. We used the U.S. Department of Health and Human Services’ definition of bioterrorism-related diseases (8–10). Because most patients with bioterrorism-related diseases initially present with influenza-like illness, acute respiratory distress, gastrointestinal symptoms, febrile hemorrhagic syndromes, and febrile illnesses with either dermatologic or neurologic findings, we considered these conditions to be the bioterrorism-related syndromes. We briefly summarize our methods, which are described in detail elsewhere (7).

**Literature Sources and Search Strategies**

We searched 3 sources for relevant reports: 5 databases of peer-reviewed articles (for example, MEDLINE, Gray-LIT, and National Technical Information Service), government reports, and Web sites of relevant government and commercial entities. We consulted public health, bioterrorism preparedness, and national security experts to identify the 16 government agencies most likely to fund, develop, or use bioterrorism systems (for example, CDC and U.S. Department of Defense). We searched the Web sites of these government agencies and other academic and commercial sites. Finally, we identified additional articles from the bibliographies of included articles and from conference proceedings.

We developed 2 separate search strategies: 1 for MEDLINE (January 1985 to April 2002) and 1 for other sources. In both searches, we included terms such as bioterrorism, biological warfare, information technology, surveillance, public health, and epidemiology. Complete search strategies are available from the authors (7).

**Study Selection and Data Abstraction**

We reviewed titles, abstracts, and full-length articles to identify potentially relevant articles. Two abstractors, who were blinded to the study authors, abstracted data from all included peer-reviewed articles onto pretested abstraction forms. Given the large volume of Web sites screened, only 1 abstraction, whose work was frequently reviewed by a colleague, collected data from each Web-based report.

**Evaluation of Reports of Surveillance Systems**

The CDC developed a draft guideline for evaluating public health surveillance systems (3, 11, 12). This guideline recommends that reports of surveillance systems include the following: descriptions of the public health importance of the health event under surveillance; the system under evaluation; the direct costs needed to operate the system; the usefulness of the system; and evaluations of the system’s simplicity, flexibility (that is, “the system’s ability to change as surveillance needs change”), acceptability (“as reflected by the willingness of participants and stakeholders to contribute to the data collection, analysis and use”), sensitivity to detect outbreaks, positive predictive value of system alarms for true outbreaks, representativeness of the population covered by the system, and timeliness of detection (11, 12). The guideline describes these key elements to consider in an evaluation of a surveillance system but does not provide specific scoring or an evaluation tool. We abstracted information about each CDC criterion from each included reference.

**DATA SYNTHESIS**

We reviewed 17 510 citations of peer-reviewed articles and 8088 Web sites, of which 192 reports on 115 surveillance systems met our inclusion criteria (Figure 1). Of these, 29 systems were designed specifically for detecting bioterrorism-related diseases (as defined by the U.S. Department of Health and Human Services [8–10]) or bioterrorism-related syndromes (for example, flu-like syndrome and fever with rash). An additional 86 systems were designed for surveillance of naturally occurring illnesses, but elements of their design, deployment, or evaluations may be relevant for implementing or evaluating bioterrorism surveillance systems. For example, we included reports of systems for surveillance of nonbiothreat pathogens if they were designed to rapidly transmit surveillance data from sources that could be useful for detecting bioterrorism-related illness (for example, laboratory data, clinicians’

**Key Summary Points**

The practice of surveillance is changing to address the threat of bioterrorism and to take advantage of the increasing availability of electronic data.

The authors identified published descriptions of 29 systems designed specifically for bioterrorism surveillance.

Bioterrorism surveillance systems either monitor the incidence of bioterrorism-related syndromes (9) or monitor environmental samples for bioterrorism agents (20).

Only 2 syndromic surveillance systems and no environmental monitoring system were evaluated in peer-reviewed studies.

Both evaluations of syndromic surveillance systems compared the incidence of flu-like illness syndromes with results from national influenza surveillance.

Existing evaluations of surveillance systems for detecting bioterrorism are insufficient to characterize the performance of these systems.

Evaluation of bioterrorism surveillance is needed to inform decisions about deploying systems and to facilitate decision making on the basis of system results.
reports, hospital-based data, or veterinary data) or if they reported methods of spatial or temporal analyses that facilitated rapid and accurate decision making by public health users. We present the evidence about the systems designed principally for bioterrorism surveillance systems and summarize the evidence about the other surveillance systems.

Surveillance Systems Designed for Bioterrorism-Related Diseases or Syndromes

We identified 2 types of systems for surveillance of bioterrorism-related diseases or syndromes: those that monitor the incidence of bioterrorism-related syndromes and those that collect and transmit bioterrorism detection data from environmental or clinical samples to decision makers.

Surveillance Systems Collecting Syndromic Reports

The 9 surveillance systems designed to monitor the incidence of bioterrorism-related syndromes vary widely with respect to syndromes under surveillance, data collected, flexibility of the data collection tool (for example, some Web-based systems allow remote users to change the prompts given to data collectors), acceptability to data collectors, and methods used to analyze the data (13–23) (Table).

Two syndromic surveillance systems were evaluated in peer-reviewed reports: the National Health Service Direct system and the program of systematic surveillance of International Classification of Diseases, Ninth Revision (ICD-9), codes from the electronic medical records of the Harvard Vanguard Medical Associates (20, 23). In these evaluations, the numbers of flu-like illnesses or lower respiratory tract syndromes detected by the syndromic surveillance system were similar to the national influenza surveillance data against which they were compared (20, 23). These published evaluation studies lacked information in several key areas: No reports characterized the detection...
Table. Surveillance Systems Collecting Syndromic Reports*

<table>
<thead>
<tr>
<th>System Name (Reference)</th>
<th>Syndrome(s) under Surveillance</th>
<th>Geographic Location or Population</th>
<th>Method of Data Collection and Analysis</th>
<th>Timeliness Information*</th>
</tr>
</thead>
<tbody>
<tr>
<td>Border Infectious Disease Surveillance Project (13, 14)</td>
<td>Hepatitis and febrile rash</td>
<td>Populations along the United States-Mexico border</td>
<td>Data collection at 4 sites on both sides of the border</td>
<td>No specific information available</td>
</tr>
<tr>
<td>Early Warning Outbreak Recognition System (15, 16)</td>
<td>Fever, watery diarrhea, bloody diarrhea, seizures, dehydration, bleeding, difficulty breathing, jaundice, vomiting, cough, paralysis, unconsciousness, and intradermal hemorrhage</td>
<td>Indonesia</td>
<td>Clinician reports of patient-specific demographic and symptomatic information entered into a simple computer program designed for use with minimal training.</td>
<td>Data are downloaded daily from remote sites around Indonesia to the Indonesian Ministry of Health.</td>
</tr>
<tr>
<td>ESSENCE (17)</td>
<td>Respiratory illness, gastrointestinal illness, fever, neurologic syndromes, dermatologic-infectious syndromes, dermatologic-hemorrhagic syndromes, coma, and sudden death</td>
<td>104 U.S. Department of Defense primary care and emergency clinics, 121 U.S. Army, 110 U.S. Navy, 80 U.S. Air Force, and 2 U.S. Coast Guard installations worldwide</td>
<td>Ambulatory diagnosis codes grouped into “syndromal clusters” are analyzed with both traditional epidemiologic methods and time-space analyses.</td>
<td>Each day, data are downloaded onto a server, and &gt;2700 syndrome and location-specific graphs are prepared and automatically analyzed for unusual patterns.</td>
</tr>
<tr>
<td>Health Buddy and the Biothreat Active Surveillance Integrated Information and Communication System (Health Hero Network, Inc., Mountain View, CA) (18)</td>
<td>Customizable to collect syndromes of interest</td>
<td>Piloted in a U.S. emergency department but could be used in various clinical areas</td>
<td>Triage nurses use the device to answer whether the patient has none, 1, or &gt;1 of the syndromes of interest. Local public health officials can remotely change survey questions and send alerts.</td>
<td>The completed survey is automatically sent to a data center for analysis through a telephone line and results can then be sent to public health decision makers.</td>
</tr>
<tr>
<td>LEADERS (Idaho Technology, Inc., Salt Lake City, UT) (19)</td>
<td>Customizable to track syndromes of interest</td>
<td>Typically used for event-based surveillance, also used by U.S. Air Force in Cameroon, El Salvador, and Germany</td>
<td>Clinicians or administrative staff complete Web-based forms during patient encounters. Surveillance data can be geographically displayed.</td>
<td>As the data forms are filled out, new data are automatically entered into an Oracle (Redwood Shores, California) database set up for the surveillance project.</td>
</tr>
<tr>
<td>National Health Service Direct (20)</td>
<td>Various syndromes of interest</td>
<td>United Kingdom</td>
<td>Depending on the site, data are collected on number of patients reporting specific symptoms or syndromes or number of calls to leading nurse to select specific algorithms. Total numbers of calls by day and week are also calculated for each site.</td>
<td>Data are collected daily and weekly from each site and transferred to the Communicable Disease Surveillance Center.</td>
</tr>
<tr>
<td>Rapid Syndrome Validation Project (21)</td>
<td>Flu-like illness, fever with skin findings, fever with altered mental status, acute bloody diarrhea, acute hepatitis, and acute respiratory distress syndrome</td>
<td>Can be used by clinicians in various clinical areas; currently being piloted in emergency departments in New Mexico</td>
<td>Using touch screens, clinicians enter clinical and demographic data on patients with 1 of 6 syndromes during or after the clinical evaluation.</td>
<td>Public health officials’ computers can be set to have a continuously updated graph of the 6 syndromes, they can select to be automatically notified by e-mail or pager of worrisome trends in the data, and they can post alerts to emergency departments through the system.</td>
</tr>
<tr>
<td>Syndromal Surveillance Tally Sheet (22)</td>
<td>Flu-like symptoms; fever with mental status changes; fever with skin rash; diarrhea with dehydration; visual or swallowing difficulties, drooping eyelids, slurred speech or dry mouth; and acute respiratory distress syndrome</td>
<td>Currently used in the emergency departments of Santa Clara County, California</td>
<td>Triage nurses record on a paper tally sheet whether each patient has none, 1, or &gt;1 of the syndromes of interest. At the end of the shift, they total the number of patients in each syndromic category and fax the sheet to the health department.</td>
<td>The faxes are collected several times a day by staff who manually enter the data into the surveillance database. Graphical displays of the previous days’ counts are generated.</td>
</tr>
<tr>
<td>Syndromic Surveillance Using Automated Medical Records (23)</td>
<td>Process that can be identified through diagnostic codes; a pilot project focused on lower respiratory tract infection</td>
<td>250 000 health plan members in greater Boston</td>
<td>Automated medical records are screened using ICD-9 codes.</td>
<td>Data collected daily.</td>
</tr>
</tbody>
</table>

* Only evaluation data about timeliness are presented; for data about sensitivity and specificity, see the text. ESSENCE = Electronic Surveillance System for the Early Notification of Community-Based Epidemics; ICD-9 = International Classification of Diseases, Ninth Revision; LEADERS = Lightweight Epidemiology Advanced Detection and Emergency Response System.

capabilities of syndromic surveillance systems for nonpulmonary syndromes or provided specific information on any of these systems’ acceptability, representativeness, or cost. Furthermore, we found no standard definitions for the syndromes under surveillance, and none of the included syndromic surveillance systems that rely on clinicians’ entry of patient data defined the syndromes on the collection tool (for example, “flu-like illness” was not defined on the data entry screen or paper tool).

Some other promising systems that were not evaluated...
in peer-reviewed reports are currently being evaluated (22). These include the Electronic Surveillance System for the Early Notification of Community-Based Epidemics (ESSENCE), which automatically downloads ICD-9 code data from U.S. Department of Defense health care facilities around the world and performs thousands of analyses daily (17). Other local systems, such as the tally sheet system used by the Santa Clara County Public Health Department, collect triage data from emergency department nurses and rely on manual data collection, analysis, and reporting; this information enables syndromic surveillance to occur in settings where electronic medical records are unavailable (22). The Rapid Syndrome Validation Project (RSVP) similarly relies on medically trained staff for collecting surveillance data (21). Physicians enter data on patients presenting with a syndrome of interest into a computer that has a touch-screen interface with RSVP. These systems are being evaluated for various surveillance characteristics, including determination of their sensitivity, specificity, timeliness, and acceptability.

Although most systems for syndromic surveillance are continuously collecting, analyzing, and reporting data, some systems are designed for short-term use at events thought to be potential bioterrorist targets (“event-based” or “drop-in” surveillance). For example, the Lightweight Epidemiology Advanced Detection and Emergency Response System (LEADERS) was used for syndromic surveillance at the 1999 World Trade Organization Summit and the 2001 Presidential Inauguration (19). This system requires staff at participating hospitals to complete a brief Web-based form after each initial patient visit describing the patient’s syndrome and whether the patient participated in the event of interest. These syndromic incidence data can be monitored remotely by decision makers. Interpreting surveillance data from event-based surveillance systems can be complicated by the lack of adequate baseline data. For example, if an event-based surveillance system begins collecting surveillance data on 1 or more syndromes of interest a few weeks before the event, pre-event data may be insufficient to calculate an expected rate of cases for the weeks during and immediately after the event of interest. No evaluations of event-based surveillance systems have been published.

**Surveillance Systems Collecting Environmental Detection Data**

Appendix Table 1 (available at www.annals.org) presents the 20 detection systems that transmit data collected from environmental or clinical samples for analysis and presentation to remotely located decision makers. These systems differ in the type and location of sample collected (for example, aerosol samples continuously taken from locations in fixed sites, such as airports or public buildings; environmental samples taken from a site thought to be contaminated by a suspicious powder or other potential bioterrorism exposure; or clinical samples taken from potentially contaminated food, animals, or humans). These systems also differ in the specific technologies used to analyze the samples and send results to data warehouses for analysis and reporting. For example, The Interim Biological Agent Detector is used on U.S. naval ships to continuously monitor the air for a significant increase in particulate concentrations (32, 39–42). If a peak increase is detected, the instrument automatically collects an aerosol sample and alerts the ship’s damage control center so the crew can collect and screen the sample with a handheld antigen test. Similar to this naval system, many detection systems were designed by the military and are now being adapted for civilian use. No peer-reviewed evaluations have described these systems; most were described only in government reports and Web-based information provided by manufacturers. None of these reports specifically described timeliness, necessary training, or security measures for specimens or surveillance data.

**Surveillance Systems Designed for Other Purposes**

Appendix Table 2 (available at www.annals.org) presents the 86 surveillance systems that were not designed for bioterrorism but are potentially relevant for bioterrorism surveillance. Each system is described in detail elsewhere (7). In this paper, we present general information about the types of systems, the evaluation data available about them, and their potential utility for bioterrorism surveillance.

**Surveillance Systems Collecting Clinical Reports**

The 6 surveillance systems that collect clinical information from networks of sentinel clinicians differ with respect to the diseases under surveillance, the frequency and method of reporting, the types of clinicians collecting data, and the timeliness of feedback to clinicians and health departments (55–79). Two of these systems—the French Communicable Disease Network and Eurosentinel—have been described in peer-reviewed evaluation reports (64, 65, 80). A retrospective evaluation of the French Communicable Disease Network found that the combination of clinicians’ reports with information on viral isolates from the French Reference Centers was more timely than surveillance performed with viral isolates alone (65). The Eurosentinel project uses an international group of volunteer physicians who submit weekly reports to a coordinating center in Belgium. Outputs for influenza are available within minutes of reporting; however, data for other diseases are released in a quarterly newsletter (57). A report describing the first 3 years of the project found that discrepancies in disease-reporting practices, particularly the use of different denominators among the sentinel networks from different countries, made it difficult to compare the data from participating networks (57).

**Surveillance Systems Collecting Influenza-related Data**

Our search identified 13 systems for influenza surveillance (15, 81–101), of which 5 systems have been de-
scribed in peer-reviewed evaluation reports (84, 87, 88, 90, 97). In general, these evaluations indicate that electronic reporting methods are more timely than manual systems (87, 88).

There is no clear consensus as to the most sensitive, specific, or timely data for influenza surveillance. An analysis of data from the Regional Influenza Surveillance Group of France found that sick-leave prescriptions, emergency house calls, and numbers of patients with influenza-like illness seen by general practitioners and pediatricians were the most sensitive indicators for the early recognition of influenza (87, 88). In contrast, data from the Viral Watch Program of South Africa suggest that viral isolates are more sensitive indicators of influenza activity than school absenteeism or mortality rates (84). A comparison of school absenteeism data collected by the Japanese School Health Surveillance System with data from the national influenza surveillance system demonstrated a sensitivity of 80% and a specificity of 100% (90). However, the authors noted that gaps in surveillance data during school holidays and the possible inclusion of non–influenza virus infections (for example, adenovirus) complicated the use of these data for influenza surveillance (90). These results do not provide sufficient evidence to favor the use of any given source of influenza data or method of collection or analysis.

**Surveillance Systems Collecting Laboratory Data**

Evaluations of systems for the surveillance of laboratory and antimicrobial resistance suggest that automated laboratory reporting systems are generally more timely and sensitive than conventional reporting methods (108, 117, 119, 120, 133). The sensitivity of these systems (typically compared with manual systems) ranged from 76% to 100% (117, 120); the specificity (95%) was reported for only 1 system (117). Few reports described methods for manipulating samples or confirming results, acceptability, or cost. No system was evaluated specifically for detecting a bioterrorist agent.

**Surveillance Systems Collecting Foodborne Illness Data**

We found 7 systems that collect and analyze reports from clinicians or laboratories about the incidence and characteristics of foodborne pathogens (139–150) and 3 systems that model microbial growth responses to food production methods (151–154). Evaluation data on these systems are limited to estimates of disease incidence identified by the systems but do not further describe the systems’ sensitivity, specificity, or timeliness.

**Surveillance Systems Collecting Zoonotic and Animal Disease Data**

We found 2 systems for surveillance of zoonotic illnesses and 4 systems for the surveillance of animal diseases (155–166). None has been described in a peer-reviewed evaluation. Most reports provide little or no information about the timeliness of these systems; those that did suggest lag times are too long for effective bioterrorism surveillance.

**Surveillance Systems Collecting Other Kinds of Data**

We found 16 systems designed specifically for hospital surveillance (167–190). Evaluations of some hospital surveillance systems reported improvements in the timeliness and sensitivity of detecting nosocomial infections when compared with manual methods (168–170, 175, 176, 178, 183). An additional 12 systems met our inclusion criteria but did not belong in the preceding categorizations, including 6 systems that collect data about specific groups of patients (81, 86, 105, 191–196), 2 systems that collect pharmacy data (197, 198), and other systems (199–203). Evaluations of these systems generally showed little evidence that these systems have sufficient sensitivity, specificity, or timeliness to detect a bioterrorist event.

**Evaluation of Reports of Surveillance Systems**

When applying the CDC’s guidelines for evaluating reports of surveillance systems, we abstracted whether the authors specifically described each characteristic of interest (Figure 2). The discussion of these characteristics was often modest and was based on opinion rather than formal evaluation (for example, some authors reported that the system under evaluation “was sensitive” without reporting actual sensitivity or specificity). Only 1 report addressed all 9 CDC criteria (90). Seventy-two reports of 43 systems described their timeliness, 29 reports of 22 systems described their sensitivity, and 15 reports of 12 systems described their specificity; however, only 12 reports of 9 systems described all 3 characteristics. Only 3 reports of 3 systems provided numeric data for both sensitivity and specificity of the system (90, 117, 175).

**Discussion**

Our systematic review identified 115 existing surveillance systems, 29 of which were designed for surveillance of illnesses and syndromes associated with bioterrorism-relevant pathogens. The evidence used to judge the usefulness of the reviewed systems is limited. Of the studies that evaluated systems for their intended purpose, few adhered to the CDC’s published criteria for high-quality evaluations of surveillance systems. Even if a system was found useful for its intended purpose (for example, surveillance for influenza), we can only infer that the system might be useful for responding to bioterrorism.

Systems for bioterrorism surveillance require 3 key features: timeliness, high sensitivity and specificity, and routine analysis and presentation of the data that facilitate public health decision making. We discuss each characteristic in the following sections.
Timeliness
Effective surveillance for bioterrorism-related illness depends on systems that promptly collect, analyze, and report data to decision makers, because the effectiveness of intervention after a bioterrorism attack has been strongly linked to the rapidity of detection (204, 205). The evaluations of surveillance systems demonstrated 2 key factors affecting their timeliness. First, in general, the electronic collection and reporting of surveillance data improved detection compared with older, manual methods. Despite the advantages of electronic collection and reporting and the increasing availability of administrative and medical record data that can be transmitted instantaneously, many local health departments do not currently have adequate resources to manage, analyze, and interpret such large data sets. Also, as the size and complexity of the data under surveillance increase, so does the time required to analyze and interpret the data. Some systems that facilitate manual reporting of suspicious cases by clinicians and triage staff through fax or computer entry to public health officials may substantially reduce delays in reporting and represent programs that could be used in places without electronic medical records or electronic disease reporting or in health departments without extensive electronic data management resources. Surveillances systems must be evaluated to specifically delineate the time required for each step in the surveillance process from initial data collection to arrival of data at the health department to decision making about outbreak investigation.

Second, the timeliness of a surveillance system is affected by the source of surveillance data. For example, school and work absenteeism, calls to telephone care nurses, and over-the-counter pharmacy sales may provide earlier indications of bioterrorism than hospital discharge data or coroners’ reports. Relatively few of the 115 included systems collect the earliest types of surveillance data—a potentially important gap in available surveillance systems. Systems that collect pharmaceutical data, such as EPIFAR (198), are promising for bioterrorism surveillance. Pharmaceutical data, particularly over-the-counter medication sales data, can indicate an outbreak, although these data would probably not be specific for bioterrorism. In addition, most pharmaceutical sales are tracked electronically. The detection characteristics of common prescription and nonprescription medications used for bioterrorism-related syndromes must be carefully analyzed to determine the utility of these data for bioterrorism surveillance. Similarly, surveillance systems must be evaluated to compare the timeliness of detection on the basis of the source of data used. Evaluations that determine how integration of several data sources affects the timeliness and accuracy of the system are also needed.

Sensitivity and Specificity
Bioterrorism surveillance systems with inadequate sensitivity may fail to detect cases of bioterrorism-related illness, which could result in substantial delays in detection and potentially catastrophic increases in morbidity and mortality. Systems with inadequate specificity may have frequent false alarms, which may result in costly actions by
clinicians and public health officials or, perhaps even worse, officials ignoring the system when it reports a suspicious event. Because sensitivity and specificity are related, they must be evaluated simultaneously. However, only 3 reports of 3 systems provided numeric data for both sensitivity and specificity of the system (90, 117, 175). This substantially limits our understanding of the accuracy of existing surveillance systems for bioterrorism-related illness.

In addition, because there have been so few cases of bioterrorism-related illness, there are no reference standards against which to compare the surveillance data. This lack of a reference standard complicates the evaluation of the sensitivity and specificity of these systems. Increasingly, researchers have compared the detection signals in several sources of surveillance data (for example, syndromic surveillance data for “flu-like illness” with conventional influenza surveillance data). However, the paucity of published data on the sensitivity and specificity of conventional surveillance data prevents a clear understanding of how to interpret the bioterrorism surveillance data. Given the challenges of determining the sensitivity and specificity of a surveillance system from authentic data, surveillance system evaluations based on computer-simulated test data sets of bioterrorism-related outbreaks may provide additional insight into opportunities to improve existing systems. However, this approach will require research on simulation methods for this purpose and standardizing such test data sets (3).

Analyses That Facilitate Public Health Decision Making

Considerable controversy remains about the best methods of data analysis and presentation to facilitate public health decision making based on surveillance data. Most surveillance systems routinely analyze the data by calculating rates of cases over time. Few included reports described the methods for calculating the expected rate of disease or for setting thresholds to determine when the observed rate differs significantly from expected. Several authors described methods for stochastically modeling the spread of communicable disease (206–210). The use of these methods may allow for more accurate determination of the expected rates of disease and deviations from expected. Some of the surveillance systems designed specifically for bioterrorism (for example, ESSENCE) routinely perform both temporal and spatial analyses. The routine application of advanced space–time analytic methods may detect aberrations in bioterrorism surveillance data with greater sensitivity, specificity, and timeliness. However, no published report has evaluated whether a surveillance system that uses both temporal and spatial analyses is probably more timely or sensitive than a system that performs only temporal analyses. We need evaluations of surveillance systems that specifically evaluate various methods of presenting surveillance data to public health officials to determine which methods best facilitate decision making.

Limitations

Our systematic review has 3 potential limitations. First, because the purpose of this project was to synthesize the available evidence on the ability of information technologies to assist clinicians and public health officials during a bioterrorism event, our search strategy and inclusion criteria were designed primarily to collect reports describing information technologies designed for bioterrorism surveillance. We may therefore have neglected to include potentially relevant surveillance systems that use entirely manual methods of collecting bioterrorism surveillance data. Second, many details of the features of the systems were not readily available from the published information about these systems. Although some of the missing information may have been available from the developer or manufacturer of each system, such a survey was outside the scope of this project. Third, data on some existing surveillance systems may not be publicly available. This is probably the case for systems developed by military or public health officials whose objective it is to deploy and maintain surveillance systems for detecting outbreaks in their jurisdiction but whose mandate does not necessarily include publishing those efforts.

Conclusion

Our review identified critical gaps in the literature on the utility of existing surveillance systems to detect illnesses and syndromes potentially related to bioterrorism and highlighted key directions for future evaluations of these systems. Given the striking lack of information on the timeliness, sensitivity and specificity, and ability of systems to facilitate decision making, clinicians and public health officials deploying these systems do so with little scientific evidence to guide them.
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**Appendix Table 1. Surveillance Systems That Collect or Transmit Bioterrorism Detection Data***

<table>
<thead>
<tr>
<th>System Name (Reference)</th>
<th>Process under Surveillance</th>
</tr>
</thead>
<tbody>
<tr>
<td>Integrated command and control systems</td>
<td>To improve military and civilian response to biological or chemical incidents by automatically tracking myriad incident-related data; decision support provided through direct questions and memory prompts about operational options, as well as projected consequences of decisions</td>
</tr>
<tr>
<td>Automated Decision Aid System for Hazardous Incidents (24)</td>
<td></td>
</tr>
<tr>
<td>Meteorological Information and Dispersion Assessment System Anti-Terrorism (ABS Consulting, Houston, TX) (25, 26)</td>
<td>Models biological, chemical, and radiologic attacks by using real-time meteorologic data; hazard predictions updated every 5 minutes by using live sensor and weather tower data</td>
</tr>
<tr>
<td>NBC-ANALYSIS (Bruhn NewTech, Søborg, Denmark) (27)</td>
<td>Integrate both mapping and sensor data to calculate the predicted hazard area for risk management in emergency and training incidents involving hazardous materials</td>
</tr>
<tr>
<td>NBC Command and Control (28)</td>
<td>Provides decision support during nuclear, biological, and chemical weapons events by mapping assets and toxic clouds; provides support for medical response and asset placement decisions and planning and prediction tools for multiple sensors</td>
</tr>
<tr>
<td>Systematic Approach for Emergency Response Real-Time System (SAFER Systems, LLC, Camarillo, CA) (29)</td>
<td></td>
</tr>
<tr>
<td>Rapid detection systems with communication abilities</td>
<td>Detects bioterror organisms in aerosols. Analysis software provides signal image processing, decision support, and communications to transmit data from up to 100 sensors to a central controller through wire, wireless, or radio connections</td>
</tr>
<tr>
<td>AMEBA Biosensor (Gensor Inc., Huntingdon Valley, PA) (30, 31)</td>
<td></td>
</tr>
<tr>
<td>Interim Biological Agent Detector (32, 39–42)</td>
<td>Continuously monitors the air for a significant increase in particulate concentrations on U.S. naval ships; if a significant increase over background is detected, the instrument collects an aerosol sample and alerts the ship’s damage control center</td>
</tr>
<tr>
<td>LightCycler, Ruggedized Advanced Pathogen Identification Device, and LEADERS (Idaho Technology, Inc., Salt Lake City, UT) (19)</td>
<td>LightCycler is an ultra-rapid polymerase chain reaction cycle with a built-in detection system for real-time quantification of DNA samples. RAPID is a rugged, portable system that uses LightCycler technology for field detection of bioterror agents</td>
</tr>
<tr>
<td>Model 3312A Ultraviolet Aerodynamic Particle Sizer and Fluorescence Aerodynamic Particle Sizer-2 (TSI, Inc., Shoreview, MN) (32, 41–44)</td>
<td>Detect living organisms in aerosols and nonvolatile liquids; all particle and fluorescence data are logged and automatically trigger an alarm when an unusual proportion of fluorescent particles are detected (detectable particle range, 0.5–15.0 μm)</td>
</tr>
<tr>
<td>Program for Response Options and Technology Enhancements for Chemical/Biological Terrorism (45, 46)</td>
<td>Distinguishes between naturally occurring and abnormal aerosols in public places (e.g., subway stations) through a network of chemical and biological sensors and computer models of airflow through the area to determine the possible spread of the contaminant</td>
</tr>
<tr>
<td>Short Range Biological Standoff Detection System (Fibertek, Inc., Herndon, VA) (32, 41, 42, 47)</td>
<td>Detects biologically active aerosol clouds at distances up to 5 km; this information is transmitted through radio to a command post</td>
</tr>
<tr>
<td>Biological Aerosol Sentry and Information System (48)</td>
<td>To serve as an early warning of airborne biological incidents through a network of distributed sampling units deployed around special events; samples are regularly retrieved and brought to a field laboratory for polymerase chain reaction-based analysis</td>
</tr>
<tr>
<td>Biological Agent Warning Sensor and Joint Biological Point Detection System (32, 41, 42, 49, 50)</td>
<td>Detect biological agents in aerosol samples</td>
</tr>
<tr>
<td>Canadian Integrated Biochemical Agent Detection System and 4WARN (43, 91)</td>
<td>A networked system for detecting a broad spectrum of chemical and biological agents</td>
</tr>
<tr>
<td>Joint Biological Remote Early Warning System (52)</td>
<td>A network of sensors with communication links to a command post</td>
</tr>
<tr>
<td>Joint Service Warning and Reporting Network (32, 40)</td>
<td>Automated nuclear, biological, and chemical information system that can integrate the data from detectors and sensors into the Joint Service Command</td>
</tr>
<tr>
<td>Mobile Atmospheric Sampling and Identification Facility (53)</td>
<td>Collect and test aerosol samples for evidence of bioterror agents and communicate these findings to a central command location</td>
</tr>
<tr>
<td>Multi-Purpose Integrated Chemical Agent Alarm (54)</td>
<td>Lightweight, automated nuclear–chemical detection, warning, and reporting system</td>
</tr>
<tr>
<td>Portal Shield Air Base/Port Biological Detection System (40)</td>
<td>Rapid, automated system that integrates data from several sites for outbreak detection; the system has a theoretical false-positive rate of 0.25%; per report, it had not had any false-positives during &gt;10 000 assays (40)</td>
</tr>
</tbody>
</table>

---

*LEADERS = Lightweight Epidemiology Advanced Detection and Emergency Response System.*
### Appendix Table 2. Systems Collecting Potentially Bioterrorism-Related Surveillance Data

<table>
<thead>
<tr>
<th>Type of Data Collected (Reference)</th>
<th>Systems, Evaluated Systems (Reference), n*</th>
<th>Example System</th>
</tr>
</thead>
<tbody>
<tr>
<td>Clinical data (55–80)†</td>
<td>6 (64, 65, 80)</td>
<td>The National Electronic Telecommunications System for Surveillance collects notifiable disease reports from local health providers that have been forwarded to state health departments on a weekly basis; reports include demographic characteristics and date of disease onset (76–79)</td>
</tr>
<tr>
<td>Influenza data (15, 81–101)</td>
<td>13 (84, 87, 88, 90, 97)</td>
<td>The Japanese School Health Surveillance System requires teachers and school nurses to tally the number of children presenting with influenza-like symptoms (90)</td>
</tr>
<tr>
<td>Laboratory (102–120) and antimicrobial data (116, 121–138)</td>
<td>23 (108, 117, 119, 120, 133)</td>
<td>The Laboratory Response Network of the United States consists of 4 levels of laboratories, each with differing biohazard capabilities, to improve response capabilities during bioterrorism (112)</td>
</tr>
<tr>
<td>Foodborne illness data (139–154)</td>
<td>10 (141–147)</td>
<td>The Foodborne Disease Active Surveillance Network (FoodNet) automatically collects information from clinical and public health laboratories to estimate the burden and sources of specific foodborne illnesses in the United States; it is limited in that it collects data on only 9 foodborne diseases from only 8 states (141–147)</td>
</tr>
<tr>
<td>Zoonotic and animal disease data (155–166)</td>
<td>6 0</td>
<td>The California Encephalitis Program performs surveillance on 200 flocks of sentinel chickens and mosquitoes that are routinely tested for encephalitis viruses (156)</td>
</tr>
<tr>
<td>Hospital-based infections data (167–190)</td>
<td>16 (168–170, 175, 176, 178, 179, 182–185, 187)</td>
<td>GermWatcher monitors the hospital’s microbiology data daily as positive culture data are automatically transferred to the system, which then recommends keeping, discarding, or watching the cultures (on the basis of the Centers for Disease Control and Prevention criteria for potential nosocomial infections) (182–185)</td>
</tr>
<tr>
<td>Other surveillance data (81, 86, 105, 191–203)</td>
<td>12 (194, 195, 198)</td>
<td>EPIFAR is a computer program used to automatically collect and analyze drug prescription data from the Italian National Health Service to determine the prevalence of selected diseases (198)</td>
</tr>
</tbody>
</table>

* Systems whose evaluations have been published in peer-reviewed reports.
† The number of references often exceeds the number of systems because systems were often described in several reports.